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Find the answers to... 

What are the greatest sources 
of organizational risk? 

What are the critical 
operational systems that 
protect our IP? 

What are the expectations 
for executive accountability? 

Identify Current Gaps & Weaknesses 
By simulating a security incident, organization’s can 
identify any gaps and weaknesses that exist in their 
current response plan, and then take the proper steps to 
address them. 

Achieve Compliance 
Many regulatory bodies and cyber insurance providers 
require a periodic review of incident response plans, 
and a Tabletop Exercise will allow you to demonstrate 
compliance while improving your plan. 

Tabletop Exercises provide an opportunity for various 
departments to work together in practicing their response, 
improving communication, and preparing for a potential 
cyber event. 

Enhance Your Team’s Readiness 

Why should your organization complete an 
Incident Response Tabletop Exercise? 

Our security experts will work with your team to develop 
a custom Incident Response Plan based on information 
learned during the Tabletop Exercise. 

Don’t have an Incident Response Plan? 
We’re here to help. 

www.blackinkit.com info@blackinkit.com (317) 472-8000 

An Incident Response Plan (IRP) is a document that outlines an organization’s 
procedures for identifying, responding to, and resolving security emergencies. An 
Incident Response Tabletop Exercise is an important, collaborative exercise that 
tests and improves an organization’s IRP. 

What is an Incident Response Tabletop Exercise? 


